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* * * First Change * * * *

5.2.5.3.6
Npcf_PolicyAuthorization_Subscribe service operation
Service operation name: Npcf_PolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events, such as change of Access Type or RAT type, changes of the PLMN identifier.
Inputs, Required:  (Set of) Event ID(s) as specified in Npcf_PolicyAuthorization_Notify service operation,  target of PCF event reporting (defined below), NF ID, Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID).

The target of PCF event reporting may be:

-
If the subscription is for an individual AF session: An UE IP address (IPv4 address or IPv6 prefix) optionally together with a (DNN, S-NSSAI) or with a UE ID (SUPI or GPSI).

-
Otherwise: an Internal-Group Identifier or an indication that any UE is targeted for a specific (DNN, S-NSSAI).

Inputs, Optional: Event Filter, Subscription Correlation ID (in case of modification of the event subscription).

Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: None.
* * * Next Change * * * *

5.2.2.3.2
Namf_EventExposure_Subscribe service operation
Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe to or modify event reporting for one UE, a group of UE(s) or any UE.

Input, Required: NF ID, target of the subscription: UE(s) ID (SUPI or Internal -Group Identifier or indication that any UE is targeted), (set of) Event ID(s) defined in clause 5.2.2.3.1, Notification Target Address (+ Notification Correlation ID Event Reporting Information defined in Table 4.15.1-1.

Input, Optional:  (Event Filter (s) associated with each Event ID; Event Filter (s) are defined in clause 5.2.2.3.1, Subscription Correlation ID (in the case of modification of the event subscription).
Output, Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription).
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One Time reporting).

The NF consumer subscribes to the event notification by invoking Namf_EventExposure to the AMF. The AMF allocates an Subscription Correlation ID for the subscription and responds to the consumer NF with the Subscription Correlation ID. UE ID identifies the UE, SUPI and/or GPSI. Event ID (see clause 4.15.1) identifies the events that the NF consumer is interested in. The Subscription Correlation ID is unique within the AMF.
The Notification Target Address (+ Notification Correlation ID) helps the NF consumer to co-relate a notification against a corresponding event subscription.

If the optional, immediate one-time notification flag is set, then the AMF notifies the current status of the subscribed event immediately to the NF consumer.

Event filter may include "AN type(s)" as part of the list of parameter values to match, and it indicates to subscribe the event per Access Type.

Event receiving NF ID identifies the NF that shall receive the event reporting.
When the consumer NF needs to modify an existing subscription previously created by itself in the AMF, it invokes Namf_EventExposure_Subscribe service operation which contains the Subscription Correlation ID and the new Event Filters with Event ID to the AMF.
* * * Next Change * * * *

5.2.8.3
Nsmf_EventExposure Service
5.2.8.3.1
General

Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s); and

-
Notifying events on the PDU Session to the subscribed NFs.

The following are the events which can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):

1.
Access independent event triggers defined in Table 6.1.3.5-1 of TS 23.503 [20];

2.
PDU Session Release;

3.
DNAI change as described in TS 23.501 [2], clause 5.6.7;
4.
UPF change. When UPF change event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation can contain the following reports:

-
Addition of PDU Session Anchor to the PDU Session; and

-
Removal of PDU Session Anchor from the PDU Session.

-
Change of type of Access Type change as described in TS 23.503 [20] clause 6.1.3.5;

-
UE IP address change as described in TS 23.503 [20] clause 6.1.3.5.

Event Filters are used to specify the conditions to match for notifying the events (i.e "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for vaious Event IDs.

Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events

	Event ID
	Event Filter (List of Parameter Values to Match)

	UE Presence in Presence Reporting Area
	<Parameter Type = PRA, Value = PRA ID>

	DNAI Change
	None

	UPF Change
	None

	PDU Session Release
	<Parameter Type=PDU Session ID, Value = PDU Session ID value>


The target of SMF event reporting may correspond to:

-
in the case of Event ID corresponding to item 1 or 2 above: it is a PDU Session ID;

-
in the case of Event ID corresponding to item 3 or 4 above: it may be a PDU Session ID or an UE ID (SUPI or Internal Group Identifier or indication that any UE is targeted),

* * * Next Change * * * *

5.2.3.3
Nudm_SubscriberDataManagement (SDM) Service
5.2.3.3.1
General

Subscription data types used in the Nudm_SubscriberDataManagement Service are defined in Table 5.2.3.3.1-1 below.

Table 5.2.3.3.1-1: UE Subscription data types

	Subscription data type
	Field
	Description

	Access and Mobility Subscription data (data needed for UE Registration and Mobility Management)
	SUPI
	Key

	
	GPSI List
	List of the GPSI (Generic Public Subscription Identifier) used both inside and outside of the 3GPP system to address a 3GPP subscription.

	
	Internal Group ID-list
	List of the subscribed internal group(s) that the UE belongs to.

	
	Subscribed-UE-AMBR
	The Maximum Aggregated uplink and downlink MBRs to be shared across all Non-GBR QoS Flows according to the subscription of the user.

	
	Subscribed S-NSSAIs
	The Network Slices that the UE subscribes to.

	
	Default S-NSSAIs
	The Subscribed S-NSSAIs marked as default S-NSSAI.

	
	UE Usage Type
	As defined in TS 23.501 [2], clause 5.15.7.2.

	
	RAT restriction
	3GPP Radio Access Technology(ies) not allowed the UE to access.

	
	Forbidden area
	Defines areas in which the UE is not permitted to initiate any communication with the network.

	
	Service Area Restriction
	Indicates Allowed areas in which the UE is permitted to initiate communication with the network, and Non-allowed areas in which the UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services.

	
	Core Network type restriction
	Defines whether UE is allowed to connect to 5GC for this PLMN.

	
	RFSP Index
	An index to specific RRM configuration in the NG-RAN.

	
	Subscribed Periodic Registration Timer
	Indicates a subscribed Periodic Registration Timer value.

	
	Priority Services
	Indicates the user is subscribed to priority.service (MPS) as indicated in TS 23.501 [2], clause 5.16.5.

	Slice Selection Subscription data (data needed for Slice Selection as described in clause 4.2.2.2.3)
	SUPI
	Key

	
	Subscribed S-NSSAIs
	The Network Slices that the UE subscribes to. In roaming case, it indicates the subscribed network slices applicable to the serving PLMN.

	UE context in AMF data
	SUPI
	Key

	
	AMF
	Allocated AMF for the registered UE. Include AMF address and AMF NF Id.

	
	Access Type
	3GPP or non-3GPP access through this AMF

	SMF Selection Subscription data (data needed for SMF Selection as described in clause 6.3.2 of TS 23.501 [2])
	SUPI
	Key

	
	Subscribed DNN list
	List of the subscribed DNNs for the UE.

	
	Default DNN
	The default DNN if the UE does not provide a valid DNN.

	
	LBO Roaming Information
	Indicates whether LBO roaming is allowed per DNN, or per (S-NSSAI, subscribed DNN)

	UE context in SMF data
	SUPI
	Key

	
	PDU Session Id(s)
	List of PDU Session Id(s) for the UE

	
	For each PDU Session Id:

	
	DNN
	DNN for the PDU Session.

	
	SMF
	Allocated SMF for the PDU Session. Includes SMF IP Address and SMF NF Id.

	SMS Management Subscription data (data needed by SMSF for SMSF Registration)
	SUPI
	Key

	
	SMS parameters
	Indicates SMS parameters subscribed for SMS service such as SMS teleservice, SMS barring list

	SMS Subscription data

(data needed in AMF)
	SUPI
	Key

	
	SMS Supported
	Indicates whether the UE supports SMS delivery over NAS via 3GPP access, or via non-3GPP access, or via both the 3GPP and non-3GPP access.

	
	SMSF address
	Indicates SMSF address subscribed for SMS service.

	Session Management Subscription data (data needed for PDU Session Establishment)
	SUPI
	Key

	
	GPSI List
	List of the GPSI (Generic Public Subscription Identifier) used both inside and outside of the 3GPP system to address a 3GPP subscription.

	
	Internal Group ID-list
	List of the subscribed internal group(s) that the UE belongs to.

	
	Session Management Subscription data contains one or more S-NSSAI level subscription data:

	
	S-NSSAI
	Indicates the value of the S-NSSAI.

	
	Subscribed DNN list
	List of the subscribed DNNs for the S-NSSAI.

	
	For each DNN in S-NSSAI level subscription data:

	
	UE Address
	Indicates the subscribed static IP address(es) for the IPv4 or IPv6 or IPv4v6 type PDU Sessions accessing the DNN, S-NSSAI.

	
	Allowed PDU Session Types
	Indicates the allowed PDU Session Types (IPv4, IPv6, IPv4v6, Ethernet, and Unstructured) for the DNN, S-NSSAI.

	
	Default PDU Session Type
	Indicates the default PDU Session Type for the DNN, S-NSSAI.

	
	Allowed SSC modes
	Indicates the allowed SSC modes for the DNN, S-NSSAI.

	
	Default SSC mode
	Indicate the default SSC mode for the DNN, S-NSSAI.

	
	5GS Subscribed QoS profile
	The QoS Flow level QoS parameter values (5QI and ARP) for the DNN, S-NSSAI (see clause 5.7.2.7 of TS 23.501 [2]).

	
	Charging Characteristics
	This information is defined in TS 32.240 [34]; it may e.g. contain information on how to contact the Charging Function. This information, when provided shall override any corresponding predefined information at the SMF

	
	Subscribed-Session-AMBR
	The maximum aggregated uplink and downlink MBRs to be shared across all Non-GBR QoS Flows in each PDU Session, which are established for the DNN, S-NSSAI.

	
	Static IP address/prefix
	Indicate the static IP address/prefix for the DNN, S-NSSAI.

	
	User Plane Security Policy
	Indicates the security policy for integrity protection and encryption for the user plane.

	Identifier translation
	GPSI
	Generic Public Subscription Identifier used inside and outside of the 3GPP system to address a 3GPP subscription. Used as the Key for translation to the corresponding SUPI (and optionally corresponding MSISDN).

	
	SUPI
	Corresponding SUPI for input GPSI

	
	(Optional) MSISDN
	Corresponding GPSI (MSISDN) for input GPSI (External Identifier). This is optionally provided for legacy SMS infrastructure not supporting MSISDN-less SMS. The presence of an MSISDN should be interpreted as an indication to the NEF that MSISDN shall be used to identify the UE when sending the SMS to the SMS-SC via T4.


Table 5.2.3.3.1-2: Group Subscription data types

	Subscription data type
	Field
	Description

	Group Identifer translation
	External Group Identifier
	Identifies external group of UEs that the UE belongs to as defined in TS 23.682 [23]

	
	(Optional) Internal Group Identifier
	Identifies internal group of UEs that the UE belongs to as defined in TS 23.501 [2]

	
	SUPI list
	Corresponding SUPI list for input External Group Identifier


Editor's note:
The listed fields for each subscription data type are non-exhaustive and additional contents are FFS.
At least a mandatory key is required for each Subscription Data Type to identify the corresponding data. Depending on the use case, for some Subscription Data Types it is possible to use one or multiple sub keys to further identify the corresponding data, as defined in Table 5.2.3.3.1-3 and  5.2.3.3.1-4 below.

Table 5.2.3.3.1-3: UE Subscription data types keys

	Subscription Data Types
	Data Key
	Data Sub Key

	Access and Mobility Subscription data
	SUPI
	-

	SMF Selection Subscription data 
	SUPI
	-

	UE context in SMF data
	SUPI
	S-NSSAI

	
	
	DNN

	SMS Management Subscription data 
	SUPI
	-

	SMS Subscription data
	SUPI
	

	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	DNN

	Identifier translation
	GPSI
	-

	Slice Selection Subscription data
	SUPI
	-


Table 5.2.3.3.1-4: Group Subscription data types keys

	Subscription Data Types
	Data Key
	Data Sub Key

	Group Identifier translation
	External Group Identifier
	


* * * End of Changes * * * *
